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Step 1: Connect the NVR to the Network

Make sure the NVR is connected to the local
network with an Ethernet cable.

Step 2: Get the IP Address

This is how the NVR is accessed from a computer
via a web browser. It is a good idea to write the
IP address down. Be sure to get IP address from
the Maintenance section:

Menu > Maintenance >
System Info > Network

Step 3: Go to the IP Address

Type the IP address of the NVR into a web
browser (Firefox, and Safari).

LT Security, Inc.

Platinum Web Client Guide

Default Username: admin

Default Password: 12345

Default Ports: 80 (web/HTTP)
8000 (server/app)
8554 (video/RTSP)

DDNS Site: http://nsl.dvrlists.com

Platinum Player
Platinum IP Portal
Mac Web Component

Video Player:
IP Scanner:
Mac Plugin:

Firmware & Tools: Platinum Downloads
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Basic NVR Setup

Getting the IP Address

Be sure to get the NVR online and configured
before using the web client. The NVRs now
have DHCP turned on by default since
firmware version 140404 (2014 April 4t).

Go to:

Menu > Maintenance >
System Info > Network

o :? ®  Maintenance
an HDD

;

Maintenance

f‘ie‘-\fﬁ) rk

[PLv P LR

192.168.107.105

The NVR’s IP Address

http://www.ltsecurityinc.com/

Quickly Adding the Cameras

Cameras connected to the built-in PoE switch
are added automatically. Cameras connected
to an external PoE switch are still easy to
add. The fastest way to add these cameras is
from the main tool bar.

Click: “Add IP Camera (Auto)”

Add IP Camera (Auto)

o mn <

All cameras connected to the External PoE
switch will be given IP addresses and added.

Add IP Camera (Auto)
Cam... Status  IP Camera A... Camera Name Protocol Device Model
192.168.107.4 Camera01 LTS CMIP3333-Z
192.168.107.3 CMIP8332 LTS CMIP8332

<
Adding succeeded.

Arranging Cameras (optional)

There are actually two ways to arrange
cameras, but only one will affect the web
client. Initially, cameras (on an external PoE
switch) are arranged in the order they are
added. The cameras can be removed and
added back:

Menu > Camera > Camera

0 4 O & W ¥ 6 s |

% Camera |P Camera

@
s

s 1P Camera A Edit Camera Mame Prolocol  Device Modsl
IPCamera 01 Default
IPCamera 02 Default
IPCamera 03 ONVIF
I 04 Defaull
CMIP3432 LTS

¥ osp Cam... Add/De.

& Image

2 s LTS
192.168.1073 o

[ R 3

e Tamperin.

@ Video Loss

Refresh Delete Al Add All

Net Receive Idle Bandwidth: 37Mbps

Trash Can = delete
Circle (+) = add

= error
Circle (P) = play

192.168.188.2 &

192.168.107.2 B
192.168.1074 B

For the NVR monitor (only) way:
Menu > Configure > Live View > View
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Web Client Setup

Once you have the IP address of the NVR, type it into a web browser.

Internet Explorer (Microsoft)

= 1921681.234

Firefox (Mozilla)

I' s 192168.1.234)

Then a login screen should appear:

n %«w NVR
Sign in with your account

Lisar Name

Password

Enter the username and password and click [Login].
Defaults: username = admin
password = 12345

http://www.ltsecurityinc.com/

English

Install/Update Plugin

The web client will then ask you to install a plugin:

“Please click here to download and install the plug-in. Close the
browser when installing the plug-in.”

(The second part only applies to updating the plugin. First time
installations can leave the browser running.)

pug

talling the plug-in.

B B & & Q@ « = - &

Click that link to download the plugin installer.
Run that installer to actually install the plugin.

For IE, refresh the page to use the plugin. If that fails, or if Firefox is

used, then quit and reopen the program. For plugin upgrades, be sure
the browser is closed.

B R & £ Q ¢ =» - & ;3

Click “Start All Live View” to show the cameras.
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Install the Plugin on a Mac

Installing the web component on a Mac can be disorienting for a

Windows user. There are some differences.

Here is an outline of the steps to follow:

©ONOUAWNE

Check the Mac/Safari Version

Download the Plugin Installer for Mac
Enable “Anywhere” Program Installation
Run the Plugin Installer

Disable “Anywhere” Program Installation
Quit Safari

Open Safari

Enter the NVR's IP address

Login to the NVR

10. Allow the Plugin
11. Turn on the Cameras

Step 1: Check the Mac/Safari Version

Mac OS X version 10.9.x and up recommended. Safari 6.x and up
recommended. Please keep your browser up-to-date for security.

In tests, the web component was used with Mac OS X version 10.7.5

and Safari version 6.1.1 (on a Mac Mini).

Step 2: Download the Plugin Installer for Mac

You can download the plugin directly, or find it at the bottom of the
Platinum Download page. It will be called: “Web Component for Mac”

http://www.ltsecurityinc.com/

W W Safari File Edit Vi

Step 3: Enable “Anywhere” Program Installation

Apple Menu > System Preferences... > Security and Privacy

About This Mac
Software Update...
App Store... eon System Preferences
" System Preferences...  [iRSORa|MEICULM
Dock > t
ersonal
Recent ltems > T - >
ey @ | e
Force Quit_ at D Desktop & Dock Mission Language Security
Screen Saver Control & Text & Privacy
Sleep
Restart Hardware
Shut Down... ' i =
Log Out LTS... r3Q CDs & DVDs Displays Energy Keyboard Mouse Trackpad
Saver

Click the lock icon to allow changes to the settings.

Allow applications downlo

EQ‘] Click the lock to make changes.

afed Iror

A password will likely be required.

e Installer is trying to install new software. Type
I_{- your password to allow this.
[ |
Name: |LTS|

Password: sessss

[ ance!_i | Install Software |
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Then change the settings to allow software from “Anywhere”.

80N Security & Privacy

bl > || _showail | (Q ]

FileVault | Firewall = Privacy

A login password has been set for this user | Change Password... |

| Require password for sleep and screen saver | immediatel
| Show a message when the screen is locked = Ser Lock Message

| Disable automatic login

Allow applications downloaded from:

./ Mac App Store

= and identified developers
(=) Anywhere

N
t£ | Click the lock to prevent further changes.

Advanced... (&)

Step 4: Run the Plugin Installer

Click the download icon on the Safari toolbar.
Double click on the text “WebComponents.pkg”.
This will open the Web Component installer.

Downloads Clear

WebComponents.pkg

i
w 1.7 M@

S0 NVMS7000.pka
21.3 ME

http://www.ltsecurityinc.com/

B.0.0 w Install WebCemponents

Welcome to the WebComponents Installer

You will be guided through the steps necessary to
install this software.

@ @ @

]

Back Continue

Click [Continue] and follow through with the installer. The installer will
just tell you where the files will be installed and ask for a password.

™ Installer is trying to install new software. Type
= rL_ your password to allow this.

Name: LTS|

Password: sesssss

(7 | cancel | [ Install Software

Step 5: Disable “Anywhere” Program Installation

Go back to the “Security and Privacy” settings in Step 3 and switch
“Anywhere” back to “Mac App Store and identified developers”.

Apple Menu > System Preferences... > Security and Privacy

Remember to click the lock icon to make changes. A password will be
required.
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Step 6: Quit Safari

Be sure to quit and reopen
Safari. The plugin is only loaded
when the program is first run.

(Alternatively, reboot  the
computer.)
Step 7: Open Safari

problems.

Be sure to test with Safari.
The recent version of Firefox is an overhaul and may have

L ET File: Edit
About Safari
Safari Extensions...

View History B

Preferences... a8,

Private Browsing
Reset Safari...

Services >

Hide Safari ®H |
Hide Others NEH |

Show All

Quit and Close All Windows 30

Chrome should work as well.

Step 8: Enter the NVR's IP Address

@00

|4 > | (2] + | © 192.168.1.234/doc/page/main.asp

Step 9: Login to the NVR

ﬁ PotsnaensNVR
Sign in with your account

WUserName |

Passward |

http://www.ltsecurityinc.com/

Default Credentials

admin
12345

Username:
Password:

Step 10: Allow the Plugin

Click “Plug-in blocked for this website” and then [Trust].
Plug-in blocked for this website ©

Live View

Do you want to trust the website —
“demo.ltsnj.com” to use the

E @ “WebVideoPlugin” plug-in? =
: You can manage which websites you trust to use this
plug-in in the Security pane of Safari preferences.
(2) | Trust | |--Gancel
i
45 + @ demo.ltsnj.com: 7616 / o/ pane /v ‘

:

uration ‘

| :
7 - Live View Playback
| e e LTNTE16-HT o
@ Heip | 0 Logout | X admin Safari
Version 6.1.1(7537.73.11)

Copyright © 2003-2013 Apple inc
Al rights reserved.

% Embedded Net DVR
©3 &, @ CMD3413 1000T.
©:5 &, @ CMT2B73 700TVL |

o3 (2, @ CMT2712 1000TV |

o

®

b 4

3 &, @ CMRB612 1000T..|
2 &%, @ CMR6373 1000T. |
&, @ CMT2512H 1000.
o2 &, @ CMR8412 1000T.
=2 %, @ CMR8412 1000T. |

®
MacOS X

Version 10,7.5

o3 Camera 10 .
Software Update... |
* Camera 11 =
“ Camera 12 Processor 2.3 GHz Intel Core i
L Camera 13 Memory 2 GB 1333 MHz DDR3
Q@ Lamsaq More Info.. |
o3 ) Camera 15
TMand © 1983-2012 Apple nc.
o8 Camera 16 All Rights Reserved. License Agreament
L IPB212 1
&, @ CMIPB212 1.3MP [ Fresets
o3 |

&, @ CMIPB433-Z3.0M
o5&, @ CMIP3333.230 .
*3 &, @ PTZIPT62X20IR

| e

Videa Parameters -

Step 11: Turn on the Cameras

B B & £ @ ¢ = ¢~ &

Click “Start All Live View” to show the cameras.
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Port Forwarding

Port Forwarding

To allow remote access to the DVR/NVR, port forwarding must be
configured on the router.

The Ideal Way to Network the DVR for Port Forwarding

Rnuter)— DVR ‘

You will need:
e A PC connected to the same router as the NVR/DVR
e The IP addresses of the NVR/DVR and Router (a.k.a. Gateway)
e The username and password for the router.

Step 1: Enter the IP address of the DVR/NVR into a web browser. This
should bring up the device’s web client, confirming that the
device is connected to the network.

Step 2: Enter the routers IP address into a web browser. When

prompted, enter the router’s user name and password.

Step 3: Go the port forwarding section of the router. Forward the
ports 80, 8000, & 8554 to the IP address of the NVR/DVR.

Step 4: Test the ports with canyouseeme.org to ensure that port
forwarding was successful. This also will show the outside
address of the router.

Please see the router’s manual or the following examples for
port forwarding configuration details.

http://www.ltsecurityinc.com/

Menu

CanYouSeeMe.org

Success: | can see your service on 50.192.224.245 on
port (80)

Your ISP is not blocking port 80

Your IP 50

192.224.245

Port to Check 80

Check Port

http://www.canyouseeme.org/

How It Works

Port forwarding works a lot like USPS mail forwarding. With mail
forwarding, you tell the post office to forward your mail to another
address. With port forwarding, you tell the router to forward
information to another device, in this case an NVR or DVR.

A router is a network device with at least two IP addresses. Its job is to
connect two or more networks together. For an internet
router/modem, the two networks are the internet and the local
network. When you use port forwarding, you are really using the
outside (WAN/internet) address of the router; the router seamlessly
connects you to the NVR/DVR.

Port forwarding must be configured on the internet router. Any
connecting routers must also be configured. If something happens to

one of these devices, remote access is lost.
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Port Fwd. Ex. 1 (Newer Linksys)

In this example, a newer Linksys router is
being configured. An example address of
“192.168.1.222" is being used. The settings
are under:

Security >
Apps and Gaming >
Single Port Forwarding

Ports to Forward: 80 (web/HTTP)
8000 (server/app)
8554 (video/RTSP)

Please note that each router is different.
Even the same manufacturer may use
different interfaces. Please see the router’s
manual for details. Often the manuals can
be found on the manufactures website.

Router Support Sites:
Linksys Belkin
D-Link Verizon

Port Forwarding may also be called
“Applications and Games,” “Pin Holes,”
“Virtual Servers,” etc.

Common default username/passwords:
admin/password
admin/admin
admin (blank password)

http://www.ltsecurityinc.com/

LINKSYS" Smart Wi-Fi

App Center

Help

Linksys00066 w

Sign Out «

I Security
- View and change router settings
F Apps and Gaming
a x OONS ding | Port Range Forwarding | Port Range Triggering
Application name External Port Internal Port Protocol Device IP# Enabled
WebfHTTP 80 80 Both 192 1681 222 4
= Server/App 8000 8000 Both 1921881 |[222 v
Video/RSTP 8554 8554 Both ; 182 1681 222 ~
x Add a new Single Port Forwarding
o]
* -3‘- - Sﬁ"‘*ﬁ". -m _ |
Application name External Port Internal Port Frotocol Device IPF# Enabled
1l Both el e 2 Savel
Web/HTTP &0 80 ot 1821681 222 1] Tiooy
Server/App 8000 8000 Both 192 16811 222 A
Video/RSTP 8554 8554 Both 19216811 |[222 &4
Practice Router Simulator
Menu 8|Page




Port Fwd. Ex. 2 (Older Linksys)

In this example, an older Linksys router is
being configured. An example address of
“192.168.1.222” is being used. Port
forwarding is under:

LINKSYS®

A Division of Cisco Systems, inc. Firmware Version: 2.50.2

Etherfast® Cable/DSL Router BEFSRE1 V3
Applications
& Gaming Setup security | | CERRSHUONES | pdministration  Status
Port Range Forwarding can be

Port Range Forwarding 1 Part Trigoering | UPRP Forwarding | DMZ
Port Range Forwarding
used to set up public services

. T on your network. When users
Ports to Forward: 80 (web/HTTP) Application|  start End | Protocol IP Address  |Enabled e il ek e

Applications & Games >
Port Range Forwarding

Port Range Forwarding

Port Range

requests on your network, the

8000 (Sferver/app) :.;'.‘7.'?].’ é.?.’.J to 20 ] :E.'Pt.h..lz] 192'153'1';.;“2.2: ™ Router can forward those
8554 (VIdEO/RTSP) o - ! - requests to computers equipped
|Server | (@000 | to  |gooo0 | fEluthE 192.188.1. |z22| [# to handle the requests. If, for
_' : : L lz[ _' |:| example, you set the port
H : [Vides |#554 | to (8554 Both 192.168.1.|222 v number 80 (HTTP) to be
Please note that each router is different. : . o = = i
Even the same manufacturer may use 1o o |0 Both[v] 192188100 | 182366 1. e SR ITTR
. . , ] = - ; : : requests from outside users will
different interfaces. Please see the router’s ; b | w [0 | [Both[z] te2teetfo F be lorwarded o 19215012 &
- | ! i B S ey
manual for details. Often the manuals can . b b ] [l il H computer use static IP
be found on the manufactures website. _ _ =
. | o to |0 | |Both IE[ 192.168.1.10 ] You may use this function to
: = : ] S establish a web server or FTP
Router Support Sites: o to |0 Both E[ 182.168.1.10 (] server via an IP Gateway. Be
: i o g gt i - sure that you enter a valid
Linksys Belkin , | o ] fo | [Both[z] 1921881[0 ] ore.
D-Link Verizon [ | o ]t [0 | [Botn[z] 19218810

Port Forwarding may also be called
“Applications and Games,” “Pin Holes,”
“Virtual Servers,” etc.

Save Settings Cancel Changes

Application Start End Protocol IP Address

Common default username/passwords:
admin/password

=]
L]

Web g0 | to |s0 Both |«| 192.188.1. 2

admin/admin |sexver | [soo0 | to [scoo | [Both E 182.168.1. 222
admin (blank password
( P ) Video 8554 | to |B554 Both |E| 192.168.1. (222

Practice Router Simulator

http://www.ltsecurityinc.com/ Menu 9|Page




DDNS Registration and Setup

A consistent address is needed at the customer’s location to reach the
NVR/DVR. If the outside (WAN) address of the location changes
frequently, then a DDNS address can be assigned to it.

The DDNS Website: http://nsl.dvrlists.com/

Registration

There is a link to register on the website. The e-mail address should
belong to the installer. The e-mail address is the username.

Registration

HEW USER REGISTRATION

EMAIL ADDRESS installer@email.com

PASSWORD sReReN w
pAE.S'-.':DRB [ TII1]]

CONFIRM

FIRST NAME o

LAST HAME Name

SECURITY
QUESTION. My first phone number. =
ANSWER Select a question!

[ Submit ]| Reset

http://www.ltsecurityinc.com/

Address (Domain) Creation

Once registered, an address can be created. This will be the web
address that the customer uses to reach the NVR/DVR.

Domain Name Creation

Enter a new domain name below.

You must reate 2 domain name o contnue,

Domain name must start with (a-z, 0-3), Cannet end or start, but may contain a hyphen and

is not case-sensitive.,

customeradc. dvrlists.com - | Reguest Domain I

In this example we are trying to create a web address, also called a
“domain”.  After registering for the first time, this page will
automatically show up.

The address for the customer to use should be entered here. In this
example, the name we are trying to make is:

customeraddress.dvrlists.com
Click “Request Domain” to see if the address is available. If not, try

another address.

To add more addresses, go to the bottom of the “Domains” page.
The result will be a list of the installer’s customers’ DDNS sites.
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Entering the DDNS

Once the DDNS address is created, it can be entered into the
NVR/DVR. The DDNS settings are under:

Configuration > Network Settings > DDNS

Fllatinane Live View Playback Picture
Q ocal TCPAP DDNS Port NAT
E1 system Enable DDNS
@ Network DDNS Type [Lts <]
| Basic Settings Server Address [nsl.dvrlists.com ]
Advanced Settings Domain lcustomeraddress.dvrlists.com |®
\06 Video/Audio User Name [ns1.dvrlists.com username (]
Password
E4 1mage [ (]
Confirm [ I
[E] Event
Status DDNS is not enabled
Storage
& vea

TCPAP DDNS Port NAT

Enable DDNS

DDNS Type LTS v|
Server Address [nsl.dvrlists.com ]
Domain !customeraddress.dvrlists.com ]Q
User Name Ins1.dvrlists.com username @
Password [ @
Confirm I |@
Status DDNS is not enabled

http://www.ltsecurityinc.com/

Click the check box next to Enable

Device Domain Name is the address just created.
User Name is the installer’s e-mail address.
Password is for the DDNS account created.
Confirm is the DDNS password again.

The password is not the e-mail account password.

The default DDNS type is “LTS” and the default server s
“ns1.dvrlists.com” (our server). Leave this information alone.

Click “Test” to make sure the information has been entered correctly.
Troubleshooting

If the test fails, check the information. If it is correct, check the DNS

status. If no address has been set to the DNS, set it to: 8.8.8.8

(Googles DNS server).

Please note that DDNS and DNS are separate things.

The DVR/NVR needs a DNS to use the address of the DDNS server.
Every web address has a number attached to it. The words are for
humans; the numbers are for machines. The DNS translates the
human-readable site into machine-readable numbers.

How It Works
A DDNS will keep track of dynamically changing router IP addresses.
The NVR will “check-in” with an LTS server, telling it what its current IP
address is. Our DDNS server will then update the address created for

the customer by the installer.

Tip: Copy and paste the “Domain” and “User Name” fields from the
account page to the configuration page to prevent typos.
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Basic Usage

View Cameras Playback
By default, no cameras show on the NVR’s web client. This conserves Single View (Default)
bandwidth and gives the user the option to select a specific view and
cameras. Click “Start All Live View” to show the cameras. Playback > (pick a camera) > Play (P)
! p———— T This will start playback of a camera from midnight of that morning.
@ e e P2 The data and time can be specified. The time bar will be red for
@ CMIP82222.1.. @ 1§ a o . H
o e, @ 1 == recordings and can be dragged back and forth with the mouse.
@) CMIP: © o0
s o
Please click here to download and install the plug-in_ Close the browser when installing the plug-in. > 8y
it g
EB- % - B OIS & Q « =+ - & 53 |7
B B & £ @ & = - & I
A browser can be set to “Auto Start Live View” from the start.
m DrCmaPr» b EQY Q& &l
Configuration > Local Configuration > Auto Start Live View
Multi View
|;| Local ) Live View Parameters
E System rotocol . . . . . ..
; Nywk o zm” g””” A Click the 2x2 option. Each playback window works like an individual
ewor Resume Live View Status No Yes
@, VideolAudo S Gibisdems  Didsises  Oiusiiion player. Click a window, click a camera, pick a time, and
krage PR B e click play (»). Be sure to click stop (M) before switching to
ven ules (O Enable isable D E]
S ™ o oo another camera. ===
Storage Image Size @ Auto-ill Q43 O 169
G VcA I Auto Start Live View QO Yes @ No ]
http://www.ltsecurityinc.com/ Menu 12 |Page




Download Video

Log Search

Click the download button to bring up a file list window. The ,;t
video files are organized by time. Only files for the selected
camera will be shown.

Download by File |
Search Conditions File List & Download | | & OpenFolder |
O Ne File Name Start Time End Time File Size Progress
Fm—v O 1 00000000014000001 2016-02-17 17:41:05 2016-02-17 17:43:32 71MB o]
a 2 00000000014000101 2016-02-17 17:43:39 2016-02-17 17:43.57 11MB
[%] a 3 00000000014000201 2016-02-17 17:43:59 2016-02-17 18:16:14 930 MB
SETiie o 4 00000000043000001 2016-02-17 18:16:14 2016-02-17 18:18:31 65MB
2016-02-17 00:00:00 3 a s 00000000043000101 2016-02-17 18:18:33 2016-02-17 18:20:31 58 MB
End Time o s 00000000043000201 2016-02-17 18:21:01 2016-02-17 18:21:15 11 MB
2016-02-17 23:59:59 @ o 7 00000000043000301 2016-02-17 18:21:53 2016-02-17 18:22:34 23 MB
o s 00000000043000401 2016-02-17 18:23:24 2016-02-17 18:23:38 10MB
o e 00000000043000501  2016-02-17 18:24:04 2016-02-17 18:24:30 16 MB
g 10 00000000043000601 2016-02-17 18:24:45 2016-02-17 18:26:35 56 MB
o n 00000000043000701 2016-02-17 18:26:46 2016-02-17 18:27:21 21MB
o 12 00000000043000801 2016-02-17 18:27:23 2016-02-17 18:27:.47 13 MB
a 13 00000000043000901 2016-02-17 18:28:06 2016-02-17 18:28:19 10 MB
o 14 00000000043001001 2016-02-17 18:28:26 2016-02-17 18:28:44 11MB

Select the desired files by clicking the check box next to them. Then
click the [Download] button.

Note: To play the files, use the Platinum Player and just drag-and-
drop the video files on the program. No installation is required.
(Alternatively, VLC Player will also work for video-only files.)

http://www.ltsecurityinc.com/

Configuration > System > Maintenance >Log > (search)

This will search everything for the day, which may be too much.
Selecting a Major Type or time can help greatly. Selecting a minor type
often allows for a specific search over longer periods of time.

= Locat Upgrade & Maintenance  Log
Bl system Major Type [All Types ~]  Minor Type [All Types <]
System Settings Start Time 2016-02-22 00:00:00 L]  EndTime 2016-02-22 23:59:59 [t | search
| Maintenance Log List Export
Camera Management No. Time Major Type Minor Type Channel No. Local/Remote User Remote Host IP
User Management 1 2016-02-22 00:04:06 Information System Running State )
@ Network 2 2016-02-2200:04:16  Information System g State
Q5 VideoAudio 3 20160222000812  Alarm Start Motion Detection o1e
El image 4 2016-02-2200:08:12  Information Start Record D16
@ Event 5 2016-02-22 00:08:23 Alarm Stop Motion Detection D16
Storgs 6 2016-02-22 00:08:29 Information ‘Stop Record D16
] 2016-02-22 00:08:58 Alarm Start Motion Detection D8
Q ves 8 2016-02-22 00:08:58 Information ‘Start Record D8
9 2016-02-22 00:09:08 Alarm Stop Motion Detection D8
10 2016-02-22 00:09:12 Information Stop Record D8
1 2016-02-22 00:12:13 Alarm Start Motion Detection D16
12 2016-02-22 00:12:13 Information Start Record D16 b

Total 2000 ltems 120  >| >>

Major Types

Major Type [All Types v|  Minor Type [All Types ]
Start Time 2016-02-22 00:00:00 ﬁ End Time 2016-02-22 23:59:59 S Search

Alarm: Anything that can trigger recording
Exception: Alerts of internal problems
Operation: User activity

Information: NVR internal activity

Minor Types are too numerous to mention. They are a breakdown of
what each Major Type includes. To select one, a major type must be
selected first. To the right is an example of a useful Minor Type search

that finds any shutdown not initiated by the user or NVR.

Note: The log search will stop after 2,000 entries have been found.
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Configuration

All of the settings are under the “Configuration” tab. Initially, this
brings up basic information about the NVR.

Fatemanr Live View Playback Picture -
Q Pocal Basic Information Time Settings RS232 RS485 Menu Output
El system Device Name [Network Video Recorder |
| System Settings Device No. [255 ]
Maintenance Model LTN8932-P16
Serial No. 1620151112CCRR554065749WCVU

Camera Management

Firmware Version V3.3.6 build 160105

User Management

Encoding Version V5.0 build 160104

@ Network

Web Version V4.0.51 build 160105
Q5 Video/Audio

Plugin Version V3.0.5.51
Image

Number of Channels 19
[E] Event

Number of HDDs 2
Storage

Number of Alarm Input 30
& vea

Number of Alarm Output 13

All of the settings fall under two categories: Local and Remote.
Local Configuration controls settings for that specific web browser.
Remote Configuration controls settings for the NVR itself.

| Q Local Live View Parameters
B sstem Protocol @TcP O upP O MULTICAST
© network Resume Live View Status ®No OYes
‘9.‘, Video/Audio Stream Type. O Main Stream @ Sub Stream O Transcoded Stream
& image Play Performance O ShortestDelay @ Auto
B Event Rules O Enable @ Disable
Storage Image Size @ Auto-il 043 O 169
@ Vo Auto Start Live View OYes @No
Image Format ® JPEG o)
Encryption Key [oesese ]

Record File Settings

Record File Size O 256M @512M 016

Save recordfiles to e ward\LTS Web\RecordFiles || Browse

Save downloaded files to e ward\LTS les | Browse
Picture and Clip Settings

Save snapshots in live view to e ward\LTS Web\CaptureFiles ] Browse

Save snapshots when playbackto [ ward\LTS Web\PlaybackPics | Browse

Save clips to e ward\LTS Web\PlaybackFiles | Browse

http://www.ltsecurityinc.com/

File Download Location

Click on: “Local Configuration”
Then click on [Browse] to change the save locations.

Record File Settings

Record File Size O 256M @ 512M O 1

Save record files to [c:\users\sh ward\LTS Web\ dFiles ] Browse

Save downloaded files to [c:\Users\shaun.ward\LTS web\D = ] Browse
Picture and Clip Settings

Save snapshots in live view to [c:\Users\shaun.ward\LTS Web\CaptureFiles ] Browse

Save when to [c:\User ward\LTS Web\i i ] Browse

Save clips to [c:\Users\shaun.ward\LTS web\P i |  Browse

Video Stream Quality

Click on: “Local Configuration”

Live View Parameters
Protocol @® TCP O ubprP (O MULTICAST
Resume Live View Status @® No O Yes
Stream Type (O Main Stream (@ Sub Stream (O Transcoded Stream

Play Performance (O Shortest Delay @ Auto

Rules (O Enable (@ Disable

Image Size @ Auto-fill Q43 O 16:9
Auto Start Live View O Yes @® No

Image Format @® JPEG QO BMP

Encryption Key

The default quality for “Live View Performance” is “Auto”.

Changing it to “Shortest Delay” will reduce dropped frames by
reducing color depth and bandwidth. It can be very effective and
helpful.

Stream Type (O Main Stream (® Sub Stream (O Transcoded Stream

Play Performance (O Shortest Delay @ Auto

l4 | Page



The default “Stream Type” is “Sub Stream”. It should only be changed
to “Main Stream” if the computer is on the local network. It uses
much more bandwidth.

The “Protocol” is “TCP” by default. Changing it to “UDP” can have a
slight performance increase on a stable network, but only if both UDP
and TCP ports have been forwarded. It often is unnoticeable.

The “Auto Start Live View” makes the cameras load without clicking
the “Start All Live View” button. The “Resume Live View Status” only

restores the number of cameras shown (1x1, 2x2, 3x3, or 4x4).

Camera Names

Video Quality

Configuration > Image > Display Settings

Configuration > Camera Settings > Video Settings

Each NVR has a different amount of bandwidth. Typically, the cameras
will automatically configure themselves. They can be optimized to
conserver HDD space and bandwidth. They can also be optimized for
quality, sacrificing space, bandwidth, and possibly channels. Each
resolution, frame rate, and quality has a different recommended max
bitrate (recommendations are on the NVR itself).

Substream is a low resolution video feed that is not recorded (thus,
does not affect HDD space). Because lower resolution can use less

bandwidth, substream is used to view multiple cameras feeds at once.

Substream Defaults & Possible Optimization

Platinam Live View Playback Picture
Eili _DplySetngs_ 0s0Setngs  PrvacyMask Video  Chanelzero  |P Camera V] [P Camerat v
2 e cremelte Channel No. |Sub Stream v 'Sub Stream v|
© Network Brightness — [128°
O Videoudio Conlrast — [128 Stream Type Video Stream Video Stream
e Saturation — [128° .
B D e (704480 v [Toa480 V]
Storage Resolution -
@ ot - |Variabl v] | Variable v
jtrate Type
Video Quality ’ HighESt - | \ Medium Y ‘
| — 'Max Frame v|fps 10 lips
CHIPB2Z2 2.1HP
Max Birate o Kons 512 Kops @
Video Encoding H.264 H 264
Video quality is a full topic on its own. For mainstream, 4096 Kpbs for
q y p p
2.1 or 3 MP, with medium quality and real-time, is recommended.
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Schedule Motion Detection Fine Tuning

Configuration > Storage > Schedule Settings Configuration > Event > Basic Event >Motion

Flatinum Live View Playback Picture _ e Live View Playback Picture -

Record Schedule  Capture = iocai Motion Video Tampering Video Loss AlarmInput  Alarm Output Exception
u —
3 Local e e
E1 system Channel No. [1P Camera1 ~1
B system Channel No. IP Cameratl v
@ wNetwork Enable Motion Detection
© Network Enable Q5 Videoraudio ] Enable Dynamic Analysis for Motion
Oy video/Audio - == R — = Area Arming Linkage Method
= X Delete T Delete Al [ Advanced | image >
Image M continuous [E] Event
0 2 4 5 8 0 12 6 18 2 2 2 .
B Eent L. | W Moton | Alarm I =
Storage 0 2 4 5 8 10 12 14 16 18 20 22 24 B Aam SRR
e | i =) storage laE
| Schedule Settings B Motion = 1 | 1 5 ==
0 2 4 5 8 0 12 1 8 18 20 22 2 € vca h
Sisege Nanagees wed Motion & lerm I Sw =
Advanced Settings 0 2 4 6 8 0 12 o1 8 18 20 2 2 B Event -
L., | =%
G ver 0 2 4 5 8 0 12 1 8 18 20 2 2 W pos =
]
i i
0 2 4 6 8 0 12 6 18 20 22 2
.. |
0 2 4 5 8 0 12 1 8 18 20 22 2
s . = B &
| Draw Area | | clear an |
Sensitivity =

By default, recording is on motion detection. The red grid is where motion is detected and can be cleared for
redrawing. Move the slider to the right for higher sensitivity.

Area Seftings ) Arming Schedule > Linkage Method

| Stop Drawing | | Clear Al |

Sensitivity 3 [4
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E-mail Alerts Setup An Example Gmail Configuration

Setting up e-mail alerts involves two steps: Email Schedule
1) Setting up a sender e-mail account
2) Selecting cameras to receive alerts from Sender Sender's Name | @
Sender's Address [NewEmail@gmail.com ] ]
It is best to create a new address to use as a dedicated sending
, , . . . SMTP Server [smtp.gmail.com ] V]
account. Gmail has been a reliable free service. This address will be
the “Sender” account; the customer’s current address will receive e- SHTF Por fes | @
mails from the sender account. Enable SSL

Attached Image

E-mail Settings Interval 2 v)s

i i i ; Authenticati
Configuration > Network > Advanced Settings > Email Bheaa

User Name [NewEmail@gmaiI.com | ]
o S — T 0
Q Focal SNMP Email PT Cloud HTTPS Other
B system EmailScheule Confirm ’ouu I (V]
@ network Sender Sendersname | @
Basic Seftings Senders Address [NewEmail@gmail.com ] @
e
Ea image [ Enable SSL
[E] Event [ Attached Image ‘ Receiver
B storage Interval 2 <ls
& vea [ Authentication ‘ A
UserName RewemaiGgmai.com | @ No. Receiver Receivers Address
Passwora rrra—
Gontirm Erra——
2
No. Receiver Receivers Address 3
The following configuration is an example of configuring the NVR to Click “Test” to make sure the information has been entered correctly.
use a Gmail account (NewEmail@gmail.com) to send e-mail to a
customer (ReceiverEmail@email.com). Tip:  You can use the “Email Schedule” tab to specify when to

receive and not receive e-mail alerts.

Note: The “Sender” and “Receiver” fields are just labels.
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Troubleshooting
If the test fails, check the information. If it is correct, check the
DNS status. If no address has been set to the DNS, set it to: 8.8.8.8
(Google’s DNS server).

Select Cameras

Once the e-mail sender account has been configured, each camera
must be told to send an e-mail alert. These settings are under:

Configuration > Event >Basic Event > Motion > Linkage Method

Motion Video Tampering Video Loss Alarm Input Alarm Output Exception

Channel No. ]IP Camera1 v

Enable Motion Detection

Enable Dynamic Analysis for Motion

Area Settings > Arming Schedule Linkage Method

[[] Normal Linkage [[] Trigger Alarm Output [[] Trigger Channel

[] Audible Warning OA>1 D1
[ Send Email [JA>2 o2
[ Notify Surveillance Center OA-=3 b3
[] Full Screen Monitoring OA>4 [ D4

Add a check mark to the “Send Email” settings.
Do this for each camera that needs an e-mail alert.

Snapshots are in D1 resolution.

Note: Please limit the area to the smallest possible size. All motion
will trigger an e-mail (passing cars, windblown trees, etc.).

http://www.ltsecurityinc.com/

Firmware Version/Upgrade/Downgrade

Firmware Version

Configuration > Device Parameters > Device Information

Fhatimane Live View Playback Picture -
;] evesi] Basic Information Time Settings RS232 RS485 Menu Output
E1 system Device Name |[Network Video Recorder ]
| System Settings Device No. l2ss |
Mainienance Model LTNS8932-P16
CamarsMan=gement Serial No. 1620151112CCRRS554065749WCVU
User Management Firmware Version V3.3.6 build 160105
i i V5. 6010
O RGOk Encoding Version 5.0 build 160104
Web Version V4.0.51 build 160105
©O5 Video/Audio
Plugin Version V3.0.5.51
Image
Number of Channels 19
[E] Event
Number of HDDs 2
Storage
Number of Alarm Input 30
£ vca
Number of Alarm Output i3

Firmware Version V3.3.6 build 160105

Firmware Upgrade

First, make note of the model of the NVR. It is always shown on top,
left of the web page:

Model LTN8932-P16

Second, download the latest version of the firmware from the
Platinum Download page. Make sure to find your model number on
the page and extract the firmware from the .zip file.

Third, go to the Maintenance section of the web client:
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Configuration > System > Maintenance > Upgrade & Maintenance

Platinam Live View Playback Picture
Upgrade & Maintenance
O Loca _Uarade & Maimenance  Log
B system Reboot
SRS Reboot Rebootthe device

Maintenance

Default
Camera Management
Restore Resetall the parameters, exceptthe IP parameters and user information, to the default settings.
User Management
Default Restore all parameters to default setings.
@ Network
Export
Q5 VideolAudio b0
Device Parameters
E image
IP Camera Parameters
(&) Event
B storage Import Config. File
@ v Device Parameters [ | | Browse Import
Status
IP Camera Parameters | ] Browse Import
Status
Upgrade
Firmware | Browse Upgrade
Status

Note: The upgrading process will be 1 to 10 minutes, please don't disconnect during the process. The devis i after upgrading.

Then click [Browse] and go to the extracted firmware file.

Upgrade

Firmware ] Browse Upgrade

Status

Then click [Upgrade] to upload the file to the NVR and start the
upgrade process.

http://www.ltsecurityinc.com/

Reboot/Restore/Default

Configuration > System > Maintenance

Flainmanm Live View Playback Picture
Upgrade & Maintenance  og
) Local - L i e ciuticalCy
Bl system
EUTREIID Reboot Rebootthe device.
| Maintenance
Default
Camera Management
Restore Reset all the parameters, except the IP parameters and user information, to the default settings.
User Management
Default Restore all parameters to default settings.
@ Network
Q5 Videoiaudio St
& i Device Parameters
image
E IP Camera Parameters
Event
Storage Import Config. File
@ vor Device Parameters [ | Browse Import
Status
IP Camera Parameters | | | Browse Import
Status
Upgrade
Firmware [ || Browse Upgrade
Status
Note: The upgrading process will be 1 to 10 minutes, please don't disconnect power to the device during the process. The device reboots automatically after upgrading.
Reboot
Reboot Reboot the device.
Default
Restore Reset all the parameters, except the IP parameters and user information, to the default settings.
Default Restore all parameters to default settings.

Reboot = Reboot the device.

Restore = Reset all the parameters, except the IP parameters and user
information, to the default settings.

Default = Restore all parameters to default settings.
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IP Camera Web Client

Accessing the IP Camera

Find the IP Addresses of the Cameras

The easiest way to get to the camera is from the NVR itself. The NVR
has a list of cameras connected to it.

Configuration > System >Camera Management

[J Channel No. IP Address Channel No. Management Port Security Status Protocol Connect

O D01 192.168.1.21 1 8223 Weak Online LTS hitp://192.168.1.21:8222
O D02 192.168.1.22 1 7423 Weak Online LTS http://192.168.1.22:7422
O D03 192.168.1.23 1 9724 Weak Online LTS hitp://192.168.1.23:9723

D Channel No. IP Address

| D01 192.168.1.21

Alternatively, the Platinum IP Portal(IP search program) can also be
used.

_.j View Tools Help Platinum Toolset
Control Panel ®. proral
Online Devices Help
€D Total number of online devices: 1 Save asExcel | @ Refresh| | Modify Network Parameters
5 - ; IP Address:

D Device Type IPv4 Address Security Port Software Version IPv4 Gateway HT1

001  LTN8208-W 1921682542  Active 8000  V30.12build 150414 1921682541 N | POt
Subnet Mask:
IPv4 Gateway:
IPv6 Address:

D Device Type [Pv4 Address

001  CMIP3333Z 192 168.107.4

http://www.ltsecurityinc.com/

A

Connect to IPCs from an External PoE Switch
A computer connected to the same router/switch as the IPCs should

be able to access the cameras easily. Simply type the IPC’s address
into the address bar of a web browser, just like for the NVR.
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Connect to IPCs from a Built-in (Internal) PoE Switch

These cameras are isolated from the rest of the network. They can still
be reached, but only from a computer (such as a laptop) that is
patched directly into the PoE port.

The patched in computer will need its IP_ address changed to be able to
connect to the IPCs. Something similar to:

192.168.188.(unused-number)

An Example that Is Commonly Available:
192.168.188.237

The NVR will be 192.168.188.1 and the cameras typically will be similar
in their numbers and low. The IPCs are given numbers in the order are
added, but moving them around can shift the numbers higher. Always
check the camera list to see what numbers are unavailable.

Once patched in, type the IPC’s address into the address bar of a web
browser, just like for the NVR.

Tip:  Wi-Fi can cause problems when connecting to the built-in PoE

ports. If needed, turning it off can help. Be sure to turn it back
on when finished. The patch in is meant to be temporary.

http://www.ltsecurityinc.com/

Advanced Direct Access to All Cameras
(LTN7700 Series with April 2014 (1404+) Firmware)

If the NVR is in the LTN7700 series (e.g. LTN7732-P8, LTN7716-P16),
then there is a way to enable access to the cameras through the NVR.
This is done through the “Virtual Hosts” feature. By default, this is
turned off, but can be turned on from the network settings:

Configuration > Network > Advanced Settings > Other

Enable “Virtual Hosts” and click the [Save] button.

& Local SNMP Email PT Cloud HTTPS Other
E] system Alarm Host IP [ l
@ Network Alarm Host Port o ]

Basic Sefings Multicast Address [ ]

I Advanced Settings Enable Virtual Host

\0' Video/Audio [] Enable Flow Control
(v L

Image

B o
Storage

& vea

Once this is enabled, all of the cameras can be reached. There are
even links that can be clicked on. To see the camera list and the links,
go to the Camera Management section (not Camera Settings).
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Configuration > System >Camera Management > IP Camera

QO Loca 1P Camera
I 1P Camera Add Quick Add Custom Pro
System Settings [] ChannelNo.  IPAddress  Channel No. ManagementPort Security Status Protocol Connect
Maintenance O oo 192.168.1.21 1 8223 Weak Online LTS hitp//192.168.1.21:8222 A
I Camera Management 0O Dpo2 192.168.1.22 1 7423 Weak Online LTS hitp://192.168.1.22.7422
User Management O oo3 192.168.1.23 1 9724 Weak Online LTS hitp://192.168.1.23:9723
@© Network 0O Do4 192.168.1.24 1 3023 Weak Online LTS hitp://192.168.1.24:3022
Q5 Videorudio 0O Dos 192.168.1.25 1 8223 Weak Online LTS hitp://192.168.1.25:8222
1l e 0O Do 192.168.1.26 1 3033 Weak Online LTS hitp://192.168.1.26:3032
£ Even O oor 192.168.1.27 1 3234 Weak Online LTS hitp://192.168.1.27:3233
0O Do 192.168.1.28 1 3334 Weak Online LTS hitp://192.168.1.28:3333
Storage
0O Dog 192.168.1.29 1 9533 Weak Online LTS hitp://192.168.1.20:9532
B vou O o1 192.168.1.30 1 7433 Weak Online LTS hitp://192.168.1.30:7432
O om 192.168.1.31 1 9734 Weak Online LTS hitp://192.168.1.31:9733
0O o2 192.168.1.32 1 3133 Weak Online LTS hitp://192.168.1.32:3132
m o 192.168.1.41 1 3043 Weak Online LTS hitp://192.168.1.41:3042 v

Address 192.168.1.28 is the NVR. Notice the how the built-in ports
(D01-D08) use different network port numbers with the DVR’s address.
The rest of the camera use their own IP address and port 80.

Channel Mo. - |P Camera Address Connect
D01 | 19216818811 | hitp//192 168.1.28:65001
D02 | 19216818310 | hitp./192.168.1.28:65002 |
D03 | 192168.188.4 http:/1192.168.1.28:65003
D04 | 19216E1B85 hitp:/192 168.1.28:65004
D05 | 1921881886 http:/192.168.1.28:65005
D06 | 1921681887 hitp./1192.168.1.28:55006
D07 | 19216818838 hitp:/192.168.1.28:55007
Do | 1921681889 [ hitp:i192.168.1.28.65008
Do2 | 192168111  hitp:/192.168.1.11:80

Coto | 192168112 hitp:/192 168.1.12:80

Cp1d | 192.168.1.13 hitp./192 168.1.13:80

Camera Link Examples

Channel 1 (built-in PoE):
Channel 11 (external PoE):

http://192.168.1.28:65001
http://192.168.1.12:80

Note: This method will only work on the local network, not remotely.
In other words, it will work onsite, but not offsite.
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Basic Usage

CMIP9743W-SZ 4.1MP

"BE Q-

Camera Live View.

TIRE 106Q ¢

[4:3] [16:9] [x1] [Auto] [Sub/Main Streams] [Plugin] [PTZ Show/Hide]

The 4:3, 16:9, x1 and Auto buttons control the aspect ratio (e.g. 720P
and 1080P are 16:9 ratio). The x1 is very useful because it shows the
true size of the video feed; a 3MP camera will be larger than the
computer screen.

Take a picture of, record a clip from,
or zoom-in on the video.

B & &
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Snapshot/Clip Locations

Firmware Version/Upgrade/Downgrade

To see/control the location of the picture/clip:

Configuration > Local

Platinam

Local
System
Network
Video/Audio
Image

Event

D@ EFEFOOD0

Storage

Then click [Browse] for each location to change where the files will be

saved.

Live View Parameters
Protocol ® TCP O ubP O MULTICAST Q HTTP Q Loc!
Play Performance (O Shortest Delay @ Auto E System
Rules O Enable @ Disable | System Settings
Image Format @ JPEG O BMP
Maintenance
Record File Settings
Record File Size QO 256M @ 512m 016 Security
Save record files to [c;\l h d\Web\RecordFiles l Browse User Management
Save downloaded files to ‘C;\l \sh | Browse e Network
Picture and Clip Settings " )
Save snapshots in live view to [c:\l hi \Cap! | Browse po Mideolilicho
Save snapshots when playback to [c:\USers\shaun.ward\web\PIaybaclchs ] Browse @ Image
Save clips to [ex \PlaybackFiles || Browse [E] Event
e Storage

http://www.ltsecurityinc.com/

Firmware Version

Live View

Basic Information

Device Name

Device No.

Model

Serial No.

Firmware Version
Encoding Version
Web Version

Plugin Version
Number of Channels
Number of HDDs
Number of Alarm Input

Number of Alarm Output

Configuration > System > System Settings > Basic Information

Playback

Time Settings RS232 DST

[P caMERA |

88 |

CMIP9743W-SZ
CMIP9743W-S5Z20151013BBWR546762812
V5.3.6 build 151204

V7.0 build 151117

V4.0.1 build 150915

V3.0.5.42

1

0

1

1

Firmware Version

This is often the first page of the Configuration pages.

V5.3.6 build 151204
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Firmware Upgrade

Configuration > System > Maintenance > Upgrade & Maintenance

Flotinam Live View Playback Picture
Upgrade & Maintenance Log System Service
B Local PO - eV i
B system Roboot
Sislem Sstings Reboot Reboot the device.
Maintenance
Default
Security
Restore Resetall the , exceptthe IP and user to the default settings.
Upgrade
Firmware v\ ‘ Browse Upgrade
Status

Note: The upgrading process will be 1 to 10 minutes, please don't disconnect power to the device during the process. The device reboots automatically after upgrading.

First, note the model number under Basic Information

Second, find the corresponding firmware on the Platinum Download
page. Be sure to extract the firmware from the .zip container.

Third, click [Browse] and select the extracted firmware file. Then click
[Upgrade] to upload the firmware to the IPC and initiate the upgrade.

Firmware Downgrade

To downgrade firmware, follow the same steps, but retrieve the
download from the firmware archive.

http://www.ltsecurityinc.com/

Reboot/Restore/Default

Configuration > System > Maintenance

s SNE Vi s e _
Upgrade & Maintenance Log System Service
G Local e
E1 system R t
System Seftings Reboot Reboot the device.
Maintenance
Default
Security
Restore Reset all the exceptthe IP and user to the default settings.
User Management
Default Restore all parameters to default settings.
Q Network
Reboot
Reboot Reboot the device.
Default
Restore Reset all the parameters, except the IP parameters and user information, to the default settings.
Default Restore all parameters to default settings.

Reboot = Reboot the device.

Restore = Reset all the parameters, except the IP parameters and user
information, to the default settings.

Default = Restore all parameters to default settings.
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Image & Audio Settings

Configuration > Image > Display Settings

Flatinam Live View Playback Picture

Display Settings 0OSD Settings Privacy Mask

B Local
B system Switch Day and Night Set...| Auto-Switch -]
02-23-2016 69:00:49

© Network ~Image Adjustment

Q5 Video/Audio Brightness —_— 50
& mage Contrast — 50
(2 event Saturation —_— 50
S Sharpness — 50

~Exposure Settings
~ Day/Night Switch
~Backlight Settings

~White Balance

OHIPIMN-E2 4. 1P

~Image Enhancement
~Video Adjustment

v Other

Most of the settings of an IP camera can be accessed from the NVR
itself. Sometimes features are added to cameras that are not
immediately included in the NVR. (This is especially true if the IPC
firmware came out after the NVRs.) Those features can only be
accessed from the camera’s web client.

Note: Different models and different firmware have different features!

+NVR = Available from the NVR directly.
-NVR = Not currently on the NVR.
+/-NVR = Some features are on the NVR, but typically aren’t needed.

http://www.ltsecurityinc.com/

<]

Switch Day and Night Set...| Auto-Switch

~Image Adjustment

Brightness = — | 50
Contrast = | 50
Saturation CE— | 50
Sharpness — | 50
Standard Color controls. +NVR
~Exposure Settings

Iris Mode [ Manual v|
Exposure Time [ 1/30 v|
Gain 100

Iris and Exposure controls. It is best to leave these alone. +NVR
Gain helps night pictures, but may make bright lights brighter. -NVR

~ Day/Night Switch

Day/Night Switch | Auto v
Sensitivity |4 v]
Filtering Time ‘ [5~
Smart Supplement Light [ OFF v ]

Day/Night switch settings are typically unneeded. +/-NVR
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~Backlight Settings

BLC Area | OFF v]

WDR | OFF v]

WDR (Wide Dynamic Range) control is typically off by default. -NVR
It is useful in mild cases of bright/dark mixes.
A TrueWDR IP camera will have better results.

~White Balance

White Balance | AWB1 v |

This setting attempts to account for lighting. +NVR
AWB means “Auto White Balance” and typically works well.

~Image Enhancement

Digital Noise Reduction Normal v|
Noise Reduction Level aEss— | 50

DNR reduces random, tiny discoloration to smooth an image. -NVR
This can sometimes help the clarity of a speckled image.

Note: This is just an example of one camera.
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~Video Adjustment

Mirror [OFF v]
Rotate | OFF V]
Video Standard | NTSC(60HZ) V]
Capture Mode [OFF V]

Mirror is used to rotate an image 180° (change to “Centered”). +NVR
Rotate is used for 90° turn. This not on older firmware or all models
and may cause distortion.

Change Camera Name Internally

Configuration > Image > OSD Settings

Platinum Live View Playback Picture
O Local Display Settings ~ OSD Settings  Privacy Mask
B system g ‘ [ Display Name
@ nNetwork __ [ Display Date
Q5 Videolaudio [] Display Week
E Image Camera Name CMIP9743W-SZ 4.1MP
E Event Time Format 12-hour v
e st orma
ora
Text OverLay
ot
- e 4
Display Mode [Not transparent & Not flashing |
0sD Size Auto v
B sae
Click and drag the text to move them around.

[] Display Name

Display Date

[] Display Week

Camera Name CMIP9743W-SZ 4.1MP I
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Change the Sound Settings
Video Audio Display Info. on Stream
For models that support sound (typically ending with “-S”) the default -
internal volume of the camera is at 50%. You can double the volume in Audio Encoding [G.711ulaw VI
the audio settings.

Image

Move the slider all the way to the right to maximize the volume to 100.

Event

Audio Input | Lineln v|
. . S Vi TS .
Configuration > Video/Audio > Audio i Sl —

Phitinam Live View Playback Picture I Environmental Noise Filter | OFF v|

0 Local Video Audio  Display Info. on Stream

B system Audio Encoding IG.711uIaw vJ

@ Network Audio Input [ Lineln v B Save

Qs Video/Audio InputVolume — |50

Environmental Noise Filter I OFF b ‘

&

Tip:  Micln is for an unpowered microphone.
Lineln is for a powered/amplified microphone.
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Troubleshooting

NVR Not Recording

DDNS Not Working

NVR Acting Strangely

Choppy Video

Cameras Disappear After Upgrade

http://www.ltsecurityinc.com/

Check HDD
Check Schedule
Check Motion Settings

Check Primary DNS
Check the Gateway
Copy and paste link & user from ns1.dvrlists.com

Try using another browser (or switch IE to Compatibility Mode).
Reboot the NVR

Reset Settings (Factory Default)

Update or Downgrade Firmware

(See the Maintenance page.)

Change the Video Stream Quality in the Local Configuration.

Add them back from:
Configuration > Camera Management > IP Camera

Then click [Quick Add], select the cameras, and click [OK] to add them.
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Limitations

Camera Initialization

No Channel Position Saving

Isolated IPC Web Client on Built-in PoE

Cannot Remotely Reset Password

Mac Web Client Is a Separate Download

http://www.ltsecurityinc.com/

One-Click camera initialization is from the NVR only. The SADP tool can be used to manually
find cameras and assign them IP#s. They can then be added from the web client.

Configuration > Remote Configuration > Camera Management > IP Camera

Cameras will be positioned in the order in which they are added. Those positions can be
changed manually, but not saved. The camera order itself needs to be changed for the camera
positions to be saved.

Cameras connected to the built-in PoE switch are isolated from the network. This reduces or
eliminates IPC bandwidth on the network, a potential issue. This also means the IPCs can only
be configured from the NVR itself or by patching into the built-in PoE ports directly. (The latest
firmware for the LTN7700 series can allow access through the NVR.)

Password resets (covered in the main Platinum Guide) can only be performed on the NVR itself.
They cannot be performed by any other means. They cannot be performed by with the web
client or other tools.

The Mac compatible version of the web client is not available from the NVR itself (the Windows
version is). The Mac version must be downloaded separately. See the Mac Installation section.
(Mac web client current version is 3.x; Windows is 5.x)
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