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Networking the NVR, IPC, & External PoE

Connecting the NVR to the Network

The NVR should be connected to the network
from its single LAN port. If the NVR comes
with built-in PoE ports, they should only be
connected to IP cameras.

VANRULUAN

The built-in PoE ports should not be
connected to a switch or router.

Only PoE powered IP cameras should be
connected to the built-in PoE switch.

Turn off power on external PoE switch ports
that are not connect to an IP camera.

The LAN port of the NVR can be connected to
a router, a switch, or an unpowered port of a
PoE switch.

IP cameras connect to the built-in PoE port
are isolated from the rest of the network.
This conserves bandwidth, but restricts IPC
configuration to the NVR.
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IPC

Switch IPC

Router IPC

IrC

IrC

PoE Switch and NVR to Router

+ Easier setup; uses one switch port
- No bandwidth isolation for PoE switch

Menu

IPC

NVR to PoE Switch to Router

+ Bandwidth isolation
- Uses another port on the PoE switch
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Assign or Find the NVR'’s IP Address

The current network settings are in Maintenance:

Menu > Maintenance > System Info > Network

o &

System Info

@ Log Information
Import/Export
Upgrade
Default

Net Detect

# Live View

Playback
Export
N ELE]
£ HDD
® Record
Camera
nfiguration
Maintenance

O Shutdown

[3!

Device Info

Camera

.

Record  Alarr

NIC
IPv4 Address

IPv4 Subnet Mask
IPv4 Default Gateway

IPv6 Address 2

IPv6 Default G:

Preferred DNS Serve
Alternate DNS Server
Enable DHCP

Enable PPPOE

PPPOE Address
PPPOE Subnet Mask
PPPOE Default Gateway
Main NIC

i &

System Info
(%

L og Informahion
Import/Export
Upgrade

Default

Maintenance

Nefwork
¥

192.168.107.105
2 5.0

58.107.21
192.168.108.11
Enabled
Disabled

“Network” can be hard to see. It is at the top.
This is the best way to find the IP address.
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To reach the network settings, go to:

Menu > Configuration > Network

eneral
=% Network
2 Alarm

RS-

Exceplions
& User

POS

# Live View

General

Playback

Export

¥ Manual

HDD

= Record

PPPOE

Camera
Configuration
Maintenance

Shutdown

DDNS NTP Emaill SNMP  UPnP

Net Fault-tolerance

By default DHCP is enabled.
The default IP address is 192.0.0.64 (if no router).

Mc

Configuration
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Scanning & Adding IP Cameras

1-Click Camera Adding

As of the December 2013 firmware update, the NVRs can quickly add
all cameras with a single click. The NVR will scan for, assign addresses
to, and add cameras. The button is on the toolbar at the bottom of the
screen (right click to display).

Add IP Camera (Auto)

O B BH B B w & [

© '?5';\'@ L
The NVR will show the cameras that it found and added.

Cam... Status
D& -
D7 »

Device Model
CMIP3333-Z
CMIPB332

IP Camera A... Camera Name Protocol
192.168.107 4 Camera 01 LTS
192.168.107.3 CMIP8332 LTS

<
Adding succeeded.
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Single Camera Adding

The NVR has built-in tools to scan for and add the IP cameras
individually. The tool is located under:
Menu > Camera > Camera

Camera

o £ WG W 0

Camera IP Camera

IP Camera A... Edit Camera Name Protocol Device Model
192.168.1884 EE  IPCamera 01 Default
D2 192.168.188.3 B  IPCamera 02 Default
D3 192.1668.188... @  IPCamera 03 ONVIF
% Motion D4 192.168.188.2 ©  IPCamera04 Default
@ Privacy Mask D5 192.168.107.2 @  CMIP3432 LTS
192.168.1074 B = LTS
192.168.107.3 B - LTS

0sD Cam... AddDe...

v D1
& Image

S PTZ

CMIP3432
CMIP3333-Z
CMIP8332

¥ Video Tamperin...
[@ video Loss

Custom Addi...

Refresh Delete All Add All

# Live View Net Receive Idle Bandwidth: 37Mbps Back

Click on the plus sign (+) to add a camera. The camera will be given a

free IP address.
/N warning /N\

Make sure the NVR has an IP address on the local network.
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Scanning from the IP Tool (SADP)

The Platinum IP Portal can be used from a Windows® computer to scan
for Platinum devices. This allows configuration of the IP addresses for
IP cameras, NVRs, and even DVRs.

®)  view Tools Help

Platinum Toolset

Control Panel ®. proral

Online Devices Help

0 Total number of online devices: 1 Save as Excel @ Refresh Modify Network Parameters

ID / Device Type IPv4 Address Security Port Fadaess

Software Version IPv4 Gateway HT
192.168.254.2  Active 8000 V3.0.12build 150414 192.168.254.1  N/A Port

Subnet Mask:

001 LTN8208-W

IPv4 Gateway:
IPv6 Address:

IPv6 Gateway:
IPv6 Prefix Length:
HTTP Port:

Device Serial No.:

Password Recovery
Security Code:

New Password:

Confirm Password:

The devices should show up automatically. It checks every few
seconds. Click refresh to force it to check again and to remove devices
that are no longer there.

Click on a device to see its current information.
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The device’s IP address and Gateway (router) can be set from here.
The device’s password must be entered for changes to be accepted.

The default password is:
12345

Modify Network Parameters
IP Address:

Port:

Subnet Mask:

IPv4 Gateway:

IPv6 Address:

IPv6 Gateway:

IPv6 Prefix Length:

HTTP Port:

Device Serial No.:

Enable DHCP

Password Recovery
Security Code:

New Password:

Confirm Password:

OK

AN waring /0N

The “Port:” is the server port used by the NVMS7000 or by the NVR.
The “Port:” is not the web (HTTP) port.
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Camera Configuration (Picture / Name)

Adjusting a Camera’s Picture Changing a Camera’s Name
The camera image can be adjusts is a variety of ways (e.g. rotated By default, each camera is named “CAMERAO1.” This is because the
180°). Please note that the camera, itself, is being configured from the name of each camera is stored, not on the NVR, but on the camera
NVR. These options are under: itself. The name can be changed from:
Menu > Camera > Image Menu > Camera > OSD

O & [ kg Camera Camera

Camera Image Settings Camera 0OsSD Configuration
¢ 0SD Camere IP Camera 5 ' 0SD Camera IP Camera 7

Customize . Camera Name CMIP3333-Z
Image > Image

S PTZ 1=/ 2013 Wed 14:13:00 T i = PTZ

% Motion = - % Motion Dis

& Privacy Mask | X : @ Privacy Mask Date Format MM-DD-YYYY v
t  24-hour v

¥ Video Tamperin... . ! d .‘ = S ¥ Video Tamperin...
¢ g ] 3 e Non-Transparent & Not Flashing v

Video Loss / ' : Video Loss

1/30

| Manual
\ 4 .. 60hz
) Auto

Close v

Close K
Left/Right
Lip/Down

Center

CHIP3432—

# Live View Apply # Live View

To rotate an image, change the “Mirror” setting to “Center”. Note: It is often easier to use the web component for this task. It is
easier to type from a computer. A keyboard cannot be used with the
Note: If the IP camera is connected to an external PoE switch, then the NVR.

camera can be configured directly from its web client.
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Camera Positioning

Moving Camera Feeds

Camera feeds can be rearranged on the NVR’s display. Click the [X] to
remove a feed. Click the screen position and then a camera’s icon (&k)
to add that camera. Use the left arrow [<] and right arrow [>] to see
more screens (if the cameras won’t all fit into one).

Menu > Live View > View

LI e g 4

Configuration

# General General  View

Network Video Output Interfe VGAHDMI : v

A Alarm ... Camera Name 1 2
e IPCamera 01
IPCamera 02
IPCamera 03
& User IPCamera 04
CMIP3432
Camera 01

CMIP8332

> Live View

Exceptions

# Live View

To change the spotout (if available), switch the “VGA/HDMI” to “CVBS”
and reorganize the camera feeds.

Note: Moving the camera feeds will not affect the web client.
Changing the camera order will affect the web client.
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Changing Camera Order

Cameras connected to the built-in PoE switch are in the order of the
ports that they are connected to. Cameras connected to an external
PoS switch are in the order they were added. They can be removed
and added again to change their order.

Menu > Camera > Camera

5 v 0

Camera IP Camera

0SD Cam... Add/De... IP Camera A... Edit Camera Name Protocol Device Model
D1 192.168.1864 E  IPCamera 01 Default
D2 192.168.188.3 B  IPCamera 02 Default
D3 192.168.186... B IPCamera03 ONVIF
% Motion D4 192.168.188.2 @  IPCamera 04 Default
@ Privacy Mask D5 192.168.107.2 B  CMIP3432 LTS
192.168.1074 B - LTS
192.168.107.3 B - LTS

% |mage

PTZ

CMIP3432
CMIP3333-Z
CMIPB332

¥ Video Tamperin...
[@ Video Loss

>

Refresh Delete All Add All Custom Addi...

# Live View Net Receive Idle Bandwidth: 37Mbps Back

Trash Can = delete
Circle (+) = add

= error
Circle (P) = play

192.168.188.2 B

192.168.107.2 BB
192.168.1074 B
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Recording (Motion / Fulltime)

Motion Detection

By default, the Platinum NVRs/DVRs are set to record on motion. To
change the schedule, go to:

Menu > Record > Schedule

O Schedule

# Parameters IP Camera 1

% Advanced i

2 4 6 8 10 12 14 16 18 20 22 24 Edit
ONDODONoOODoDODDOmODOOoDDmm Normal

Event
Il Motion

Alarm

M|A

W &A

P Holiday

None

*Note: Operation is invalid when the number of time segments exceeds the limit (8).

K

# Live View Apply

Motion recording is indicated as a pale green/yellow.
Scheduled recording times will be blue.
Fulltime (“Normal”) recording will be completely blue.
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Fulltime Recording

To schedule specific recording times:
Click “Normal”
Select an area

Record

IP Camera 1
10 12 14 16 18 20 22 24 Edit

1 Normal

HEN 2 Event
Wriotion

Alarm
MIA
B aA

) 1 A
0 0
R
EEEEEEEEEEEEEEEEEEENE N 5
{0 e )P ) A Y ©
R

None

Be sure to change settings for each camera and click “Apply”.

IP Camera 1 |
_ 2 o 4 5 6

7 8

2 4 6 IP Camera 1

Edit
Normal
Event

W rotion
Alarm
M| A

| [V

None

8|Page



Port Forwarding

Port Forwarding

To allow remote access to the DVR/NVR, port forwarding must be
configured on the router.

The Ideal Way to Network the DVR for Port Forwarding

)

D"u"F.‘.‘

r

You will need:
e A PC connected to the same router as the NVR/DVR
e The IP addresses of the NVR/DVR and Router (a.k.a. Gateway)
e The username and password for the router.

Step 1: Enter the IP address of the DVR/NVR into a web browser. This
should bring up the device’s web client, confirming that the
device is connected to the network.

Step 2: Enter the routers IP address into a web browser. When

prompted, enter the router’s user name and password.

Step 3: Go the port forwarding section of the router. Forward the
ports 80, 8000, & 8554 to the IP address of the NVR/DVR.

Step 4: Test the ports with canyouseeme.org to ensure that port
forwarding was successful. This also will show the outside
address of the router.

Please see the router’s manual or the following examples for
port forwarding configuration details.

http://www.ltsecurityinc.com/
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CanYouSeeMe.org

CanYouSeeMe.org - Open Port Check Tool

This page will serve as a free utility for remotely verifving a pott is open or closed on your router. It
will be useful for users who wish to check to see if a server is running or a firewall or ISP is blocking
certain ports or verify network security. If vou want to do website hosting on your own or run your
own ip camera behind vour router it will also helpfil.

Your IP: 50.192.224.245 Common Ports
; FIP 21
‘What Port? B0 - »
Check Your Port | Telnet 23
Success: I can see your service on 50.192.224.245 on SD_LE? 2
- Web 80
port (80) . ol
Your ISP is not blocking port 80 '_fp;_d 1_:

http://www.canyouseeme.org/

How It Works

Port forwarding works a lot like USPS mail forwarding. With mail
forwarding, you tell the post office to forward your mail to another
address.  With port forwarding, you tell the router to forward
information to another device, in this case an NVR or DVR.

A router is a network device with at least two IP addresses. Its job is to
connect two or more networks together. For an internet
router/modem, the two networks are the internet and the local
network. When you use port forwarding, you are really using the
outside (WAN/internet) address of the router; the router seamlessly
connects you to the NVR/DVR.

Port forwarding must be configured on the internet router. Any

connecting routers must also be configured. If something happens to
one of these devices, remote access is lost.
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Port Fwd. Ex. 1 (Newer Linksys)

In this example, a newer Linksys router is
being configured. An example address of
“192.168.1.222" is being used. The settings
are under:

Security >
Apps and Gaming >
Single Port Forwarding

Ports to Forward: 80 (web/HTTP)
8000 (server/app)
8554 (video/RTSP)

Please note that each router is different.
Even the same manufacturer may use
different interfaces. Please see the router’s
manual for details. Often the manuals can
be found on the manufactures website.

Router Support Sites:
Linksys Belkin
D-Link Verizon

Port Forwarding may also be called
“Applications and Games,” “Pin Holes,”
“Virtual Servers,” etc.

Common default username/passwords:
admin/password
admin/admin
admin (blank password)

http://www.ltsecurityinc.com/

LINKSYS" Smart Wi-Fi

App Center

Help

Linksys00066 w

Sign Out «

I Security
- View and change router settings
F Apps and Gaming
a x OONS ding | Port Range Forwarding | Port Range Triggering
Application name External Port Internal Port Protocol Device IP# Enabled
WebfHTTP 80 80 Both 192 1681 222 4
= Server/App 8000 8000 Both 1921881 |[222 v
Video/RSTP 8554 8554 Both ; 182 1681 222 ~
x Add a new Single Port Forwarding
o]
* -3‘- - w-‘*s’i. -m _ |
Application name External Port Internal Port Frotocol Device IPF# Enabled
Web/HTTP &0 80 Both 192.168.1 222 ~
Server/App 8000 8000 Both 192 16811 222 A
Video/RSTP 8554 8554 Both 19216811 |[222 &4
Practice Router Simulator
Menu 10| Page



Port Fwd. Ex. 2 (Older Linksys)

In this example, an older Linksys router is
being configured. An example address of
“192.168.1.222” is being used. Port
forwarding is under:

LINKSYS®

A Division of Cisco Systems, inc. Firmware Version: 2.50.2

Etherfast® Cable/DSL Router BEFSRE1 V3
Applications
& Gaming Setup security | | CERRSHUONES | pdministration  Status
Port Range Forwarding can be

Port Range Forwarding 1 Part Trigoering | UPRP Forwarding | DMZ
Port Range Forwarding
used to set up public services

. T on your network. When users
Ports to Forward: 80 (web/HTTP) Application|  start End | Protocol IP Address  |Enabled e il ek e

Applications & Games >
Port Range Forwarding

Port Range Forwarding

Port Range

requests on your network, the

8000 (Sferver/app) :.;'.‘7.'?].’ é.?.’.J to 20 ] :E.'Pt.h..lz] 192'153'1';.;“2.2: ™ Router can forward those
8554 (VIdEO/RTSP) o - ! - requests to computers equipped
|Server | (@000 | to  |gooo0 | fEluthE 192.188.1. |z22| [# to handle the requests. If, for
_' : : L lz[ _' |:| example, you set the port
H : [Vides |#554 | to (8554 Both 192.168.1.|222 v number 80 (HTTP) to be
Please note that each router is different. : . o = = i
Even the same manufacturer may use 1o o |0 Both[v] 192188100 | 182366 1. e SR ITTR
. . , ] = - ; : : requests from outside users will
different interfaces. Please see the router’s ; b | w [0 | [Both[z] te2teetfo F be lorwarded o 19215012 &
- | ! i B S ey
manual for details. Often the manuals can . b b ] [l il H computer use static IP
be found on the manufactures website. _ _ =
. | o to |0 | |Both IE[ 192.168.1.10 ] You may use this function to
: = : ] S establish a web server or FTP
Router Support Sites: o to |0 Both E[ 182.168.1.10 (] server via an IP Gateway. Be
: i o g gt i - sure that you enter a valid
Linksys Belkin , | o ] fo | [Both[z] 1921881[0 ] ore.
D-Link Verizon [ | o ]t [0 | [Botn[z] 19218810

Port Forwarding may also be called
“Applications and Games,” “Pin Holes,”
“Virtual Servers,” etc.

Save Settings Cancel Changes

Application Start End Protocol IP Address

Common default username/passwords:
admin/password

=]
L]

Web g0 | to |s0 Both |«| 192.188.1. 2

admin/admin |sexver | [soo0 | to [scoo | [Both E 182.168.1. 222
admin (blank password
( P ) Video 8554 | to |B554 Both |E| 192.168.1. (222

Practice Router Simulator
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DDNS Registration and Setup

A consistent address is needed at the customer’s location to reach the
NVR/DVR. If the outside (WAN) address of the location changes
frequently, then a DDNS address can be assigned to it.

The DDNS Website: http://nsl.dvrlists.com/

Registration

There is a link to register on the website. The e-mail address should
belong to the installer. The e-mail address is the username.

Registration

HEW USER REGISTRATION

EMAIL ADDRESS installer@email.com

PASSWORD seseee ©
PASSWORD p——

CONFIRM

FIRST NAME Your

LAST MAME Mame

aiEEL;EI|_cT4_ My first phone number. =
ANSWER Select a question!

[ Submit ]| Reset |

http://www.ltsecurityinc.com/
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Address (Domain) Creation

Once registered, an address can be created. This will be the web
address that the customer uses to reach the NVR/DVR.

Domain Name Creation

Enter a new domain name below.

You must reate 2 domain name o contnue,

Domain name must start with (a-z, 0-3), Cannet end or start, but may contain a hyphen and

is not case-sensitive.,

customeradc. dvrlists.com - | Reguest Domain I

In this example we are trying to create a web address, also called a
“domain”.  After registering for the first time, this page will
automatically show up.

The address for the customer to use should be entered here. In this
example, the name we are trying to make is:

customeraddress.dvrlists.com
Click “Request Domain” to see if the address is available. If not, try

another address.

To add more addresses, go to the bottom of the “Domains” page.
The result will be a list of the installer’s customers’ DDNS sites.
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Entering the DDNS

Once the DDNS address is created, it can be entered into the
NVR/DVR. The DDNS settings are under:

Menu > Configuration > Network > DDNS

Configuration

& a9 = Y O

o &
# General General PPPOE DDNS NTP Emal SNMP UPnP  More Seitings
& Network EEBIEEES

[ 5 LTS
ns1.dvrlists.com

A Alarm
< Live View customeraddress.dvrlists.com

A Exceptions installer@email.com

& User

# Live View

ns1.dvrlists.com
customeraddress.dvrlists.com

installer@email.com

http://www.ltsecurityinc.com/
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Click the check box next to Enable

Device Domain Name is the address just created.
User Name is the installer’s e-mail address.
Password is for the DDNS account created.
Confirm is the DDNS password again.

The password is not the e-mail account password.

The default DDNS type is “LTS” and the default server s
“ns1.dvrlists.com” (our server). Leave this information alone.

Click “Test” to make sure the information has been entered correctly.
Troubleshooting
If the test fails, check the information. If it is correct, check the DNS

status. If no address has been set to the DNS, set it to: 8.8.8.8
(Googles DNS server).

Please note that DDNS and DNS are separate things.

The DVR/NVR needs a DNS to use the address of the DDNS server.
Every web address has a number attached to it. The words are for
humans; the numbers are for machines. The DNS translates the
human-readable site into machine-readable numbers.

How It Works
A DDNS will keep track of dynamically changing router IP addresses.
The NVR will “check-in” with an LTS server, telling it what its current IP

address is. Our DDNS server will then update the address created for
the customer by the installer.
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Search & Playback (Normal / Smart)

Normal Search Smart Search
To find and playback video, go to: The Smart Search makes it easy to find video by narrowing down were
Menu > Playback > Normal motion occurred. Make sure only one feed is selected.
Select one or more cameras > Double click a day > Click the graph icon (“Smart”). E

Slide to the desired time > Click Play

B Camera

WIPCamera 01
- BIPCamera 02
i . = BIPCamera 03
12-11-2013 Tue 14:27:05 8 @ Carnera 04 1
ECMIP3432
5 WCamera 01
| mcmiPeaaz

BIPCamera 08 'L
o]

(4%}
Lo |

find

.\‘_ Dec * 42013 N
IF343 SMTWTTF S
—— 1 2 3 ) (05l 1Bl T

15/[18 17 18 19 20 21 §
22 23 24 25 26 27 28 B
29 30 31 - -’

-

\ 8 9[0)11 12 13 14 G
'\

The results show up in blue. The results will show up in green.
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Backup & Export

Normal Backup
Video can be exported to a USB flash drive. All of the records in that range will show up.

Menu > Export > Normal Click the play icon to preview the files.

Export - = ~
.. Start/End Time Size Play Lock 2015 Muw 08156151
e Normal WD5 2013-12-16 08:12:43--08:13:10  2.440KB ®
B Event MIP Camera MD1 ®MD2 MmD3 ®MDi M@D5 @D M®@mD7 ®Ds BD5 2013-12-16 08:16:37--08:16:51 1,013KB ®
R T @D5 2013-12-16 08:18:43--08:19:13  2,617KB ®
Al WD5 2013-12-16 08:19:26--08:19:41 815KB ®
Al @D5 2013-12-16 08:53:07--08:53:23 858KB ®
i M S5t WD5  2013-12-16 08:55:09-08:55:25 865KB ®
2013-12-16 B 23:59:59
WD5 2013-12-16 08:55:34--08:55:50 860KB @
WD5 2013-12-16 08:56:06--09:56:23 946KB ®
WD5 2013-12-16 08:56:34--08:56:50 848KB ® HDD: 5
D5 2013-12-16 08:56:58--08:57:15 920KB ® '
BD5  2013-12-16 08:58:27--08:58:45 997KB ® Start fime:
2013-12-16 08:56:58
WD5 2013-12-16 08:59:01--08:59:18 942KB ®
WD5 2013-12-16 09:01:06-09.01:26  1,081KB ® End time:
2013-12-16 08:57:15
WD5  2013-12-16 09:01:36--09:01:55 993KB ®
Total: 416 P: 1/5 (T
# Live View Search S Total size: 920KB EXpOﬂ . Cancel
z
Specify the channels, start date/time, end date/time > Select the desired files > Click “Export”
Click “Search”
- o A Warning A
Note: If the flash drive cannot be read, ensure it is FAT32 formatted.

By default, all of the records are selected. If you do not want all of
the files, uncheck the top check box. Then select files individually.
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For just the video file (and log), click “OK.” Playing the Video File

Connect the USB flash drive to a computer and open it. Drag and drop
CEiadn the video file onto the player program (player.exe). No installation is
required.

Name Size Type Edit Date Delete Play
B chD5_20131216085... 920KBFile 2013-12-16 16:41:30
B ch05_20131216085... 1KBFile 2013-12-16 16:41:30

Bl O e

€9 FIETTTECE—E
& . | — » Computer » 2GB-USB (F:) =

Organize » |3 Play = Bum e

| ch05_20131216085658
|| ch05_20131216085658

= chi5_20131216085001

| 716085901

8 Computer 18 é]'} 215085901_001

&, Local Disk (C:) 0 116085901 001

o LT5-32GB (E) r—

== 2GB-USB (F) - |4+ Open with VSPlayer |

{ Favorites

. Libraries

= ch05_20131216085901 001  Size: D42 KB
@3‘ MP4 Video
1,903MB

LR seldth ik Tip: VLC Player can also be used to play video files. Audio may not
work; PoS text cannot be shown.

Exporting the Player Program

To export the player software:
Click “Export” again > Select “Player” > Click “OK”

Cancel

The player software can also be downloaded from our website.
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Single Clip Backup (Snipping)

Exit the Playback screen. (X)
Select a single video record using a normal or smart search.

® Normal

B Camera
BIFCamera 01

12- ' -2013 Tue 14:27:05

Click “Yes” to bring up the “Export” screen; then click “OK.”

S T T Attention
IP343Z J o irrwrrs
1.2.3 4.6 .6 .7
8 9@ 12 13 14

151 1920 21
2 27 28

) There are some video clips to be saved.
% Do you want to save them now?

" Yes No

Click “Start clipping” (<) Export
Device Ne Refresh
Name Size Type Edit Date Delete Play

B ch05_20131216085... 920KBFile 2013-12-16 16:41.30 i ®
B ch05_20131216085... 1KB File 2013-12-16 16:41:30 i ®

Let the video play or click on the end of the clip’s time line.
Click “Stop clipping”

Cancel

1,902MB

New Folder Format Cancel
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E-mail Alert Setup

E-mail Setting

It is best to create a new address to use as a dedicated sending
account. Gmail has been a reliable free service. This address will be
the “Sender” account; the customer’s current address will receive e-
mails from the sender account.

The e-mail settings are under:
Menu > Configuration > Network > Email

>

Configuration

i 2 9 Y O

# General General PPPOE DDNS NTP Emaill SNMP UPnP  More Setlings

% Network nable S thentic

deraccnt@gmail.com
A Alarm @9

o LRI smip.gmail.com

4 Exceptions ITF 465

& User ’
SenderAccount
senderaccnt@gmail.com

Receiver 1
TheCustomer
customer@email.com

58

# Live View

The following configuration is an example of configuring the NVR to
use a Gmail account (senderaccnt@gmail.com) to send e-mail to a
customer (customer@email.com).

Note: The “Sender” and “Receiver” fields are just labels.

http://www.ltsecurityinc.com/

Menu

An Example Gmail Configuration

senderaccnt@gmail.com

HFEEEITEEE

smtp.gmail.com
465

SenderAccount
senderaccnt@gmail.com

Receiver 1
TheCustomer
customer@email.com
Bs

Click “Test” to make sure the information has been entered correctly.

Troubleshooting

If the test fails, check the information. If it is correct, check the DNS
status. If no address has been set to the DNS, set it to: 8.8.8.8
(Googles DNS server).
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Channel Settings Add a check mark to the “Send Email” settings.

Once the e-mail sender account has been configured, each camera [ Settings
must be told to send an e-mail alert. These settings are under: Trigger Channel ~ Arming Schedule  Linkage Action

B Full Screen Monitoring

B Audible Warning

B Notify Surveillance Center
Send Email

B Trigger Alarm Output

Menu > Camera > Motion > (Gear Icon) > Linkage Action

Cancel

Do this for each camera that needs an e-mail alert.

Note: Snapshots are in D1 resolution.

Note: Please limit the area to the smallest possible size. All motion
will trigger an e-mail (passing cars, windblown trees, etc.).
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Resetting the Password

Playback
Export
Manual

HDD

$ Record

Camera

Configuration Logout K

Maintenance Shutdown

Shutdown Rehoot

The password is reset from the Login screen.

If needed, logout of the Platinum NVR/DVR.
To log back in, try to access the menu again.
The Login screen will appear, prompting the
user for a password.

http://www.ltsecurityinc.com/

admin

From the Login screen, double click on the
lower, left-hand corner of the box. This is a
hidden button. It will bring up the “Restore
default password” box.

The corner is a hidden button.
Double click it.

Menu

I Restore default password |

20131016

Ask LTS for Secure Code each timel

Cancel

Check to make sure the system date is
accurate. The “Secure Code” changes each
day. Please contact LTS for that day’s code,
or e-mail support@Itsnj.com alternatively.

Enter the “Secure Code” and the following
message should appear.

Restore default password

Afltention

: o Restoring default password succeeded.

The “admin” account password has been
changed to:

12345

No other settings or passwords are changed.
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NVMS7000 Setup

Live View

Devices

.. Demo
3398 \P/Domain: 115.236.50.18:8800, Camera >
No.: 17
LTS NJ Demo
IP/Domain: demo.ltsnj.com:8000, Camera >
No.: 1
e O fum-a L n " & a M Cms V@

il N . -

Demo - Camera 01 (Balanced) JDemo - Camera 02 (Fluent) Demo - Camera 01 (Balanced) JDemo - Camera 02 (Fluent) >

- 0N T [ R [ 2 10 LR T IEIE D) - OB L SHLE ]

ARSERY,
S r s '
ey X g, ey

d‘ & & & >

ngo - Camera 03 (Fluent) If;émo - Camera 04 (Fluent) Demo - Camera 03 (Fluent) Sémo - Camera 04 (Fluent)
>
>
To begin, tap the menu button (=) in the top, The icons refer to: This will list all known devices. Tap the plus

left corner. sign (+) to add a new device.
Live View — Playback — Devices — Settings

NVMS7000 is available for iPhone and iPad in Tap the one for Devices (3" from the left).
the Apple App Store and for Android in the

Google Play store.
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New Device

Alias New Device

Register Mode |P/Domain >
Address

Port 8000

User Name admin

Password e0000®

Camera No. 1

&= Device Information

Alias LTS NJ Demo

Register Mode |P/Domain

Address demo.ltsnj.com
Port 8000

User Name admin
Password eccoe

Camera No. 1

Start live view

Enter the NVR/DVR connection information:

Alias: Just a label
Register Mode: IP/Domain (default)
Address: IP or DDNS address
Port: 8000 (default)

Username/Password: admin/12345

Tap save (&) in the top, right.

http://www.ltsecurityinc.com/

The device has been added. Tap “Start live

view” to see the camera feeds.

For further

changes tap the pen button (#*) on the top,
right corner. Tap back (<€) to return to the

Devices list.

Note: the app will auto detect
cameras are available.

Menu

how many

(5L N, IR L R Limor (mw

Dﬁémo - Camera 01

(Balanced Ifiemo - Car_nera 02 (Fluent)

[ THIES R | B3 1315

" " tmor n

Demo - Camera 03 (Fluent) Demo - Camera 04 (Fluent)

The live view should now be displayed. If
there are more than four cameras, swipe
(slide you finger to left/right) to see the other
camera feeds.

22| Page



RTSP Video & JPEG Image

RTSP (Real Time Streaming Protocol) is a
standardized video streaming protocol. [P
cameras use it to provide the video to the
NVR. NVRs and DVRs use it to provide
video to the web client, app, etc.

The purpose of RTSP is to be compliant with
Onvif. RTSP sometimes is directly used by
third party NVRs or VMSs (Video
Management System).

RTSP Ports

The industry standard port for RSTP is 554.
This caused problems on some iOS devices,
so the NVRs/DVRs switched to port 8554.

Cameras: 554
NVR/DVR: 8554

Note: Custom ports can be used if needed.
A Note on Onvif

Onvif is an industry standard that allows

IPCs and NVRs from different

manufacturers to work together. The

default web and server port is 80; the

default RTSP port is 554.
LTS IP cameras use:

Onvif Version 2.2 Profile S

http://www.ltsecurityinc.com/

RTSP Video

rtsp://username:password @<address>:<port>/streaming/channels/<camera#><stream>
(Mainstream =01 | Substream = 02)

Example 1: NVR/DVR Mainstream — Channel 16 (IP Address)
rtsp://admin:12345@192.0.0.64:8554/streaming/channels/1601 (Note the 8554 port)
Example 2: NVR/DVR Substream — Channel 3 (Domain Address)
rtsp://admin:12345@nvr.dvrlists.com:8554/streaming/channels/302

Example 3: IP Camera Mainstream / Substream (IP Address)

rtsp://admin:12345@192.0.0.64:554/streaming/channels/101
rtsp://admin:12345@192.0.0.64:554/streaming/channels/102

(Note the 554 port)
Note: The RTSP feed cannot be understood by a web browser. A media player plugin can be
used, but this requires HTML coding and is not supported.

Embedding video into a webpage is not supported. IPCs support six concurrent logins.
Some customers have had success with mirroring services that repeat the RTSP feed.

JPEG Image

http://username:password @<address>:<web-port>/streaming/channel/1/picture (IPC only)
Example 1: IP Camera JPEG Image (IP Address)

http://admin:12345@192.0.0.64/streaming/channels/1/picture
http://192.0.0.64/streaming/channels/1/picture

(HTTP port defaults to 80)
(browser requests credentials)
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Troubleshooting

Can’t See Video on Monitor

NVR Not Recording

DDNS Not Working

Cameras Disappear After Upgrade

http://www.ltsecurityinc.com/

The web client can be used to check and control the video output. The Platinum IP Portal will
have to be used to find the NVR’s address. Type the NVR’s IP address into a web browser.

Configure > Remote Configure > Device Parameters > Menu Output

r }-/ﬁpﬁ}&mﬂz LTN7616-HT ‘ Live View H Playback H Log H Configuration ‘
D Heip | #F Logout | X admin
£¥ Local Configuration Menu Output
[& Remote Configuration v .
Menu Output i_t![_)_r;ﬂ_l_:_"g_(_;__.ﬁ Y|

~ Remote Configuration
v Device Paramsters HDMIVGA Resolution | 1920*1080/60HZ(1080P) v
Device Information
Time Seftings

Save
Menu Qutput

Check HDD
Check Schedule
Check Motion Settings

Check Primary DNS
Check the Gateway
Copy and paste link & user from ns1.dvrlists.com

Add them back from:
Configuration > Camera Management > IP Camera
Then click [Quick Add], select the cameras, and click [OK] to add them.
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